DIVISION

TEMPLATES AND GUIDESFG

The following list comprises all the IOS files currently authorized for operation on the network and network devices. It is critical that systems run valid versions of this code. Compromised versions of Cisco IOS code exist and can be acquired online; these operating systems contain pre-programmed vulnerabilities that could be used to subvert our networks. Another option is the possibility of running a corrupt code that contains operating system errors. Neither are acceptable on the network.

Cisco 4331 Series ISR: 300-universalk9.16.06.04.SPA.bin

md5 verification = 15b2ff5f4b6b6d12423d8f2e654795a9

To calculate an md5 hash of an existing file contained in flash:

Router# verify /md5 flash:/ios\_code\_file\_name.bin